FCC/EB-4

SYSTEM NAME:

Crisis Management Contacts.

SECURITY CLASSIFICATION:

Unclassified (Non-Public, For Internal Use Only).

SYSTEM LOCATION:

Enforcement Bureau (EB), Federal Communications Commission (FCC), 445 12th Street, SW., Room 7-C732, Washington, DC 20554.

CATEGORIES OF INDIVIDUALS COVERED BY THE SYSTEM:

Information includes FCC Employees, Federal Government points of contact, State and Local Government points of contact, and Communications Industry points of contact.

CATEGORIES OF RECORDS IN THE SYSTEM:

Information includes FCC Employees, Federal Government points of contact, State and Local Government points of contact, and Communications Industry points of contact name(s), position title, business telephone number, business cellphone number(s), business pagers, and business address(es), and E-mail address(es), home telephone number, personal cellphone number(s), pagers, and home E-mail address(es) that are used by FCC crisis incident managers.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

Executive Order (EO) 12472, Assignment of National Security and Emergency Preparedness Telecommunications Functions, April 3, 1984; EO 12656, Assignment of Emergency Preparedness Responsibilities, November 18, 1988; Federal Preparedness Circular (FPC) 65, Federal Executive Branch Continuity of Operations, June 15, 2004; FPC 66, Test, Training, and Exercise (TT&E) Program and COOP, April 30, 2001; FPC 67, Acquisition for Alternate Facilities for COOP, April 30, 2001 National Security Presidential Decision Directive (NSPD) 1, Organization of the National Security Council System, February 13, 2001; Presidential Decision Directive (PDD) 67, Enduring Constitutional Government and Continuity of Government Operations, October 21, 1998; and Homeland Security Presidential Directive (PD) 3, March 11, 2002.

PURPOSE(S):

This information allows FCC crisis incident managers to coordinate crisis response activities related to the telecommunications industry and the functions of the FCC.

ROUTINE USES OF RECORDS MAINTAINED IN THE SYSTEM:

Including information about individuals in this system of records may routinely be disclosed under the following conditions:
1. First Responders--a record from this system of records may be disclosed to law enforcement officials, Department of Homeland Security (DHS), Federal Emergency Management Agency (FEMA), Department of Defense (DOD), National Telecommunications and Information Administration (NTIA), White House Communications Agency, other Federal agencies, and state and local emergency response officials, e.g., fire, safety, and rescue personnel, etc., and medical personnel, e.g., doctors, nurses, and paramedics, etc., in case of an emergency situation at FCC facilities without the subsequent notification to the individual identified in 5 U.S.C. 552a(b)(8);
2. Law enforcement and investigation--where there is an indication of a violation or potential violation of a statute, regulation, rule, or order, records from this system may be shared with appropriate Federal, State, or local authorities either for purposes of obtaining additional information relevant to a FCC decision or for referring the record for investigation, enforcement, or prosecution by another agency;
3. Congressional inquiries--when requested by a Congressional office in response to an inquiry by an individual *17240 made to the Congressional office for their own records; and
4. Government-wide Program Management and Oversight--when requested by the National Archives and Records Administration for the purpose of records management inspections conducted under authority of 44 U.S.C. 2904 and 2906; when the U.S. Department of Justice is contacted in order to obtain that department's advice regarding disclosure obligations under the Freedom of Information Act; or when the Office of Management and Budget is contacted in order to obtain that office's advice regarding obligations under the Privacy Act.
In each of these cases, the FCC will determine whether disclosure of the records is compatible with the purpose for which the records were collected.

DISCLOSURE TO CONSUMER REPORTING AGENCIES:

None.

POLICIES AND PRACTICES FOR STORING, RETRIEVING, ACCESSING, RETAINING, AND DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

Electronic records are maintained in a network computer database.

RETRIEVABILITY:

Records are retrieved by the individual's name and/or organization.

SAFEGUARDS:

Electronic records are maintained in a network computer database, which is secured through controlled access and password restricted to a limited number of authorized FCC staff.

RETENTION AND DISPOSAL:

Records kept by the FCC are maintained and disposed of in accordance with records schedules issued by the National Archives and Records Administration (NARA). Individuals may request a copy of the disposition instructions from the FCC Privacy Act Officer.

SYSTEM MANAGER(S) AND ADDRESS:

Chief, Enforcement Bureau (EB), Federal Communications Commission (FCC), 445 12th Street, SW., Room 7-C732, Washington, DC 20554.

NOTIFICATION PROCEDURE:

Address inquiries to the system manager.

RECORD ACCESS PROCEDURE:

Address inquiries to the system manager.

CONTESTING RECORD PROCEDURES:

Address inquiries to the system manager.

RECORD SOURCE CATEGORIES:

Address inquiries to the system manager.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.


