The meeting will be webcast with open captioning at: www.fcc.gov/live. Open captioning will be provided as well as a text only version on the FCC website. Other reasonable accommodations for people with disabilities are available upon request. In your request, include a description of the accommodation you will need and a way we can contact you if we need more information. Last minute requests will be accepted but may be impossible to fill. Send an email to: fcc504@fcc.gov or call the Consumer & Governmental Affairs Bureau at 202–418–0530.

<table>
<thead>
<tr>
<th>Item No.</th>
<th>Bureau</th>
<th>Subject</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>ENGINEERING AND TECHNOLOGY</td>
<td>Title: Establishing Two New Innovation Zones (ET Docket No. 19–257).</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Summary: The Commission will consider a Public Notice that would create two new Innovation Zones for Program Experimental Licenses and the expansion of an existing Innovation Zone.</td>
</tr>
<tr>
<td>2</td>
<td>WIRELINE COMPETITION</td>
<td>Title: Numbering Policies for Modern Communications (WC Docket No. 13–97); Telephone Number Requirements for IP-Enabled Service Providers (WC Docket No. 07–243); Implementation of TRACED Act Section 6(a)—Knowledge of Customers by Entities with Access to Numbering Resources (WC Docket No. 20–67); and Process Reform for Executive Branch Review of Certain FCC Applications and Petitions Involving Foreign Ownership (IB Docket No. 16–155).</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Summary: The Commission will consider a Further Notice of Proposed Rulemaking to update the Commission’s rules regarding direct access to numbers by interconnected Voice over Internet Protocol providers to safeguard the nation’s finite numbering resources, curb illegal robocalls, protect national security, and further promote public safety.</td>
</tr>
<tr>
<td>3</td>
<td>WIRELINE COMPETITION</td>
<td>Title: Call Authentication Trust Anchor (WC Docket No. 17–97); Appeals of the STIR/SHAKEN Governance Authority Token Revocation Decisions (WC Docket No. 21–291).</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Summary: The Commission will consider a Report and Order that would establish a process for the Commission to review decisions of the private STIR/SHAKEN Governance Authority that would have the effect of placing voice service providers out of compliance with the Commission’s STIR/SHAKEN implementation rules.</td>
</tr>
<tr>
<td>4</td>
<td>CONSUMER &amp; GOVERNMENTAL AFFAIRS.</td>
<td>Title: Modernizing Telecommunications Relay Service (TRS) Compensation (CG Docket No. 03–123; RM–11820).</td>
</tr>
<tr>
<td>5</td>
<td>MEDIA</td>
<td>Title: Revisions to Political Programming and Record-Keeping Rules (MB Docket No. 21–293).</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Summary: The Commission will consider a Memorandum Opinion and Order on Reconsideration that would grant three petitions for reconsideration of the Commission’s May 2017 Part 95 Personal Radio Services Rules Report and Order.</td>
</tr>
</tbody>
</table>

Additional information concerning this meeting may be obtained from the Office of Media Relations, (202) 418–0500. Audio/Video coverage of the meeting will be broadcast live with open captioning over the internet from the FCC Live web page at www.fcc.gov/live and on the FCC’s YouTube channel.

Due to the current COVID–19 pandemic and related agency telework and headquarters access policies, this meeting will be in a wholly electronic format and will be open to the public on the internet via live feed from the FCC’s web page at www.fcc.gov and on the FCC’s YouTube channel.

**FEDERAL COMMUNICATIONS COMMISSION**

**[FR ID 41814]**

Open Commission Meeting Thursday, August 5, 2021

July 29, 2021.

The Federal Communications Commission will hold an Open Meeting on the subjects listed below on Thursday, August 5, 2021, which is scheduled to commence at 10:30 a.m.
of 1974, as amended. This action is necessary to meet the requirements of the Privacy Act to publish in the Federal Register notice of the existence and character of records maintained by the Agency. The Commission uses the information in this system to regulate and process applications for authorizations and licenses, as well as to enforce FCC regulations and the Communications Act of 1934, as amended.

DATES: This system of records will become effective on August 6, 2021. Written comments on the routine uses are due by September 7, 2021. The routine uses will become effective on September 7, 2021, unless written comments are received that require a contrary determination.

ADRESSES: Send comments to Margaret Drake, at privacy@fcc.gov, or at Federal Communications Commission (FCC), 45 L Street NE, Washington, DC 20554 at (202) 418–1707.

FOR FURTHER INFORMATION CONTACT: Margaret Drake, (202) 418–1707, or privacy@fcc.gov (and to obtain a copy of the Narrative Statement and the Supplementary Document, which includes details of the modifications to this system of records).

SYSTEM NAME AND NUMBER: IB–1, International Bureau Filing System

SECURITY CLASSIFICATION: Unclassified.

SYSTEM LOCATION: Federal Communications Commission (FCC), 45 L Street NE, Washington, DC 20554.

SYSTEM MANAGER(S): International Bureau, FCC.


PURPOSES: The International Bureau Filing System (IBFS) is utilized by the FCC to regulate and process applications and other filings involving authorizations, permits, and licenses, as well as to enforce FCC regulations and the Communications Act of 1934.

CATEGORIES OF INDIVIDUALS COVERED BY THE SYSTEM: Individuals who have an interest in or are otherwise connected to FCC authorizations, permits, and licenses, including those who submit filings connected with these FCC processes.

CATEGORIES OF RECORDS IN THE SYSTEM: FCC Registration Number (FRN), name, address, phone number, email address, citizenship, and ownership interests, financial information, and other information relevant to a filing, or an application for or regulation of authorization or license.

RECORD SOURCE CATEGORIES: Information in this system is provided by individuals, government agencies, or businesses, and from other FCC systems.

ROUTINE USES OF RECORDS MAINTAINED IN THE SYSTEM, INCLUDING CATEGORIES OF USERS AND THE PURPOSES OF SUCH USES:

In addition to those disclosures generally permitted under 5 U.S.C. 552a(b) of the Privacy Act, all or a portion of the records or information contained in this system may be disclosed to authorized entities, as is determined to be relevant and necessary, outside the FCC as a routine Use pursuant to 5 U.S.C. 552a(b)(3) as follows.

1. Public Access—Application, authorization, and license records, including attachments, petitions, comments, and other filings, will be publicly available except for material that is afforded confidential treatment, in accordance with section 0.459 the FCC’s rules. Even if afforded confidential treatment, confidential information may be shared with relevant parties to an application pursuant to a Protective Order issued by the FCC. Information filed with a request for confidentiality may be disclosed to other Federal government agencies pursuant to 47 CFR 0.442.

2. Due Diligence—To an FCC Bureau or Office or another government agency, or representative thereof, for purposes of obtaining information so long as it is relevant to the regulation of a license, authorization, or permit or a pending transaction of an FCC-issued license, authorization, or permit.

3. Debt Collection—To the Department of Justice (DOJ), or to other administrative or adjudicative bodies before which the FCC is authorized to appear, when: (a) The FCC or any component thereof; or (b) any employee of the FCC in his or her official capacity; or (c) any employee of the FCC in his or her individual capacity where the DOJ or the FCC have agreed to represent the employee; or (d) the United States is a party to litigation or has an interest in such litigation, and the use of such records by the DOJ or the FCC is deemed by the FCC to be relevant and necessary to the litigation.

4. Adjudication and Litigation—To disclose to the Department of Justice (DOJ), or to other administrative or adjudicative bodies before which the FCC is authorized to appear, when: (a) The FCC or any component thereof; (b) any employee of the FCC in his or her official capacity; or (c) any employee of the FCC in his or her individual capacity where the DOJ or the FCC have agreed to represent the employee; or (d) the United States is a party to litigation or has an interest in such litigation, and the use of such records by the DOJ or the FCC is deemed by the FCC to be relevant and necessary to the litigation.

5. Law Enforcement and Investigation—To disclose pertinent information to the appropriate Federal, State, local, tribal agency, or component of an agency, such as the FCC’s Enforcement Bureau, responsible for investigating, prosecuting, enforcing, or implementing a statute, rule, regulation, or order, where the FCC becomes aware of an indication of a violation or potential violation of civil or criminal law or regulation.

6. Congressional Inquiries—To provide information to a Congressional office from the record of an individual in response to an inquiry from that Congressional office made at the written request of that individual.

7. Government-wide Program Management and Oversight—To provide information to the Department of Justice (DOJ) to obtain that department’s advice regarding disclosure obligations under the Freedom of Information Act; or to the Office of Management and Budget (OMB) to obtain that office’s advice regarding obligations under the Privacy Act.

8. Breach Notification—To appropriate agencies, entities, and persons when: (a) The Commission suspects or has confirmed that there has been a breach of PII maintained in the system of records; (b) the Commission has determined that as a result of the suspected or confirmed breach there is a risk of harm to individuals, the Commission (including its information system, programs, and operations), the Federal Government, or national security; and; and (c) the disclosure made to such agencies, entities, and persons is reasonably necessary to assist in connection with the Commission’s efforts to respond to the suspected or confirmed breach or to prevent, minimize, or remedy such harm.

9. Assistance to Federal Agencies and Entities—To another Federal agency or Federal entity, when the Commission determines that information from this system is reasonably necessary to assist...
the recipient agency or entity in: (a) Responding to a suspected or confirmed breach or (b) preventing, minimizing, or remedying the risk of harm to individuals, the recipient agency or entity (including its information systems, program, and operations), the Federal Government, or national security, resulting from a suspected or confirmed breach.

10. Non-Federal Personnel—To disclose information to non-federal personnel, including contractors, who have been engaged to assist the FCC in the performance of a contract service, grant, cooperative agreement, or other activity related to this system of records and who need to have access to the records in order to perform their activity.

In each of these cases, the FCC will determine whether disclosure of the records is compatible with the purpose for which the records were collected.

REPORTING TO A CONSUMER REPORTING AGENCIES:

In addition to the routine uses cited above, the Commission may share information from this system of records with a consumer reporting agency regarding an individual who has not paid a valid and overdue debt owed to the Commission, following the procedures set out in the Debt Collection Act, 31 U.S.C. 3711(e).

POLICIES AND PRACTICES FOR STORAGE OF RECORDS:

This an electronic system of records that resides on the FCC’s network.

POLICIES AND PRACTICES FOR RETRIEVAL OF RECORDS:

Records in this system of records can be retrieved by any category field, e.g., name or email address.

POLICIES AND PRACTICES FOR RETENTION AND DISPOSAL:

The information in this system is maintained and disposed of in accordance with the National Archives and Records Administration (NARA) Records Schedule N1-173–11–007.

ADMINISTRATIVE, TECHNICAL, AND PHYSICAL SAFEGUARDS:

The electronic records, files, and data are stored within FCC’s accreditation boundaries and maintained in a database housed in the FCC’s computer network databases. Access to the electronic files is restricted to authorized employees and contractors; and to IT staff, contractors, and vendors who maintain the IT networks and services. Other employees and contractors may be granted access on a need-to-know basis. The electronic files and records are protected by the FCC privacy safeguards, a comprehensive and dynamic set of IT safety and security protocols and features that are designed to meet all Federal privacy standards, including those required by the Federal Information Security Modernization Act of 2014 (FISMA), the Office of Management and Budget (OMB), and the National Institute of Standards and Technology (NIST).

RECORD ACCESS PROCEDURES:

Individuals wishing to request access to and/or amendment of records about themselves should follow the Notification Procedure below.

CONTESTING RECORD PROCEDURES:

Individuals wishing to request access to and/or amendment of records about themselves should follow the Notification Procedure below.

NOTIFICATION PROCEDURE:

Individuals wishing to determine whether this system of records contains information about themselves may do so by writing Privacy@fcc.gov. Individuals requesting access must also comply with the FCC’s Privacy Act regulations regarding verification of identity to gain access to records as required under 47 CFR part 0, subpart E.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.

HISTORY:

This is a new system of records.

Federal Communications Commission.

Katura Jackson,
Federal Register Liaison Officer.
[PR Doc. 2021–16872 Filed 8–5–21; 8:45 am]

BILLING CODE 6712–01–P

FEDERAL DEPOSIT INSURANCE CORPORATION

Notice to All Interested Parties of Intent To Terminate Receivership

Notice is hereby given that the Federal Deposit Insurance Corporation (FDIC or Receiver) as Receiver for the institution listed below intends to terminate its receivership for said institution.

FEDERAL DEPOSIT INSURANCE CORPORATION

Notice of Termination of Receiverships

The Federal Deposit Insurance Corporation (FDIC or Receiver), as Receiver for each of the following insured depository institutions, was

<table>
<thead>
<tr>
<th>Fund</th>
<th>Receivership name</th>
<th>City</th>
<th>State</th>
<th>Date of appointment of receiver</th>
</tr>
</thead>
<tbody>
<tr>
<td>10024</td>
<td>PFF Bank and Trust</td>
<td>Pomona</td>
<td>CA</td>
<td>11/21/2008</td>
</tr>
</tbody>
</table>

The liquidation of the assets for the receivership has been completed. To the extent permitted by available funds and in accordance with law, the Receiver will be making a final dividend payment to proven creditors.

Based upon the foregoing, the Receiver has determined that the continued existence of the receivership will serve no useful purpose. Consequently, notice is given that the receivership shall be terminated, to be effective no sooner than thirty days after the date of this notice. If any person wishes to comment concerning the termination of the receivership, such comment must be made in writing, identify the receivership to which the comment pertains, and sent within thirty days of the date of this notice to: Federal Deposit Insurance Corporation, Division of Resolutions and Receiverships, Attention: Receivership Oversight Department 34.6, 1601 Bryan Street, Dallas, TX 75201.

No comments concerning the termination of this receivership will be considered which are not sent within this time frame.

Federal Deposit Insurance Corporation.

Dated at Washington, DC, on August 3, 2021.

James P. Sheesley,
Assistant Executive Secretary.

[FR Doc. 2021–16805 Filed 8–5–21; 8:45 am]

BILLING CODE 6714–01–P

FEDERAL DEPOSIT INSURANCE CORPORATION

Notice of Termination of Receiverships

The Federal Deposit Insurance Corporation (FDIC or Receiver), as Receiver for each of the following insured depository institutions, was