In Table II of this unit, EPA provides the following information (to the extent that such information is not claimed as CBI) on the NOCs that have passed an initial screening by EPA during this period: The EPA case number assigned to the NOC including whether the submission was an initial or amended submission, the date the NOC was received by EPA, the date of commencement provided by the submitter in the NOC, a notation of the type of amendment (e.g., amendment to generic name, specific name, technical contact information, etc.) and chemical substance identity.

<table>
<thead>
<tr>
<th>Case No.</th>
<th>Received date</th>
<th>Commencement date</th>
<th>If amendment, type of amendment</th>
<th>Chemical substance</th>
</tr>
</thead>
<tbody>
<tr>
<td>J–19–0022</td>
<td>02/02/2021</td>
<td>01/08/2021</td>
<td>N</td>
<td>(G) Saccharomyces cerevisiae, strain cbi.</td>
</tr>
<tr>
<td>P–07–0004</td>
<td>02/09/2021</td>
<td>02/06/2021</td>
<td>N</td>
<td>(G) Fatty acids, c16-18 and c18 unsaturated, esters with mixed diols &amp; triols.</td>
</tr>
<tr>
<td>P–15–0017</td>
<td>02/04/2021</td>
<td>06/16/2017</td>
<td>N</td>
<td>(G) Iron alkylnediaminehydroxy sulfophonic acid.</td>
</tr>
<tr>
<td>P–17–0360</td>
<td>02/01/2021</td>
<td>02/01/2021</td>
<td>N</td>
<td>(S) 2-Propanol, 1-amino-compd. with alpha-sulfo-omega-(octyloxy)poly(oxy-1,2-ethanediyl)(1:1).</td>
</tr>
<tr>
<td>P–17–0364</td>
<td>02/05/2021</td>
<td>01/11/2021</td>
<td>N</td>
<td>(S) 2-propanol, 1-amino-compd. with alpha-sulfo-omega-(decyloxy)poly(oxy-1,2-ethanediyl)(1:1).</td>
</tr>
<tr>
<td>P–18–0175</td>
<td>02/16/2021</td>
<td>02/14/2021</td>
<td>N</td>
<td>(G) Dicycloalkyl-alkane-di-isocyanate homopolymer, alkyl alcohol and polyalkyl glycol mono-alkyl-ether-blocked.</td>
</tr>
<tr>
<td>P–19–0081</td>
<td>02/11/2021</td>
<td>02/07/2021</td>
<td>N</td>
<td>(G) Formaldehde, polymer with 4-(1,1-dimethylethyl)phenol and phenol, bu ether.</td>
</tr>
<tr>
<td>P–19–0147</td>
<td>02/02/2021</td>
<td>01/29/2021</td>
<td>N</td>
<td>(G) 2-propanoic acid, ethyl ester, reaction products with o,o-bis(pollyalkylalkyl) hydrogen phosphorodithioate, o,o-dialkyl hydrogen phosphorodithioate and propylene oxide.</td>
</tr>
<tr>
<td>P–21–0012</td>
<td>02/16/2021</td>
<td>02/05/2021</td>
<td>N</td>
<td>(G) Alkoxylated buty alkyl ester.</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td>(G) Multiklybicyclealkenyl substituted propanenitrile.</td>
</tr>
</tbody>
</table>

In Table III of this unit, EPA provides the following information (to the extent such information is not subject to a CBI claim) on the test information that has been received during this time period: The EPA case number assigned to the test information; the date the test information was received by EPA, the type of test information submitted, and chemical substance identity.

<table>
<thead>
<tr>
<th>Case No.</th>
<th>Received date</th>
<th>Type of test information</th>
<th>Chemical substance</th>
</tr>
</thead>
</table>
of records, FCC/WCB–4, Consumer Challenge Process, to its inventory of records systems subject to the Privacy Act of 1974, as amended. This action is necessary to meet the requirements of the Privacy Act to publish in the Federal Register notice of the existence and character of records maintained by the Agency. The FCC maintains programs that require telecommunication providers and carriers (Participants) to report service coverage or locations eligible for support to the FCC, such as the FCC’s Digital Opportunity Data Collection (DODC) and the Universal Service Fund (USF) Eligible Location Adjustment Process (ELAP). Under these programs, consumers and third parties (collectively, Stakeholders) may challenge the service coverage or number of locations eligible for support (eligible locations) reported by Participants. The Consumer Challenge Process system of records contains personally identifiable information (PII) submitted by individuals, or third parties on behalf of individuals, needed to establish eligibility to challenge the accuracy of Participants’ submissions, provide sufficient information for Participants to respond to a challenge, and create accurate maps of Participant coverage or eligible locations. To establish eligibility, prospective Stakeholders who are individuals must submit certain PII that will be used to verify their identities and their interest in receiving services from a Participant in the relevant geographic area, i.e., the coverage area for DODC, or the Participant’s supported areas for ELAP. In certain programs, the PII will also be used to establish that the Stakeholders do not hold a controlling interest in a competitor. Once verified, Stakeholders may submit additional PII to establish that specific geolocations are eligible locations, such as evidence verifying ownership or occupancy of a location. Participation in any Consumer Challenge Process is voluntary.

DATES: This system of records will become effective on March 23, 2021. Written comments on the routine uses are due by April 22, 2021. The routine uses will become effective on April 22, 2021, unless written comments are received that require a contrary determination.

ADDRESSES: Send comments to Margaret Drake at privacy@fcc.gov or at Federal Communications Commission, 45 L Street NE, Washington, DC 20554 at 202–418–1707. FOR FURTHER INFORMATION CONTACT: Margaret Drake, 202–418–1707, or privacy@fcc.gov (and to obtain a copy of the Narrative Statement that includes details of this proposed new system of records).

SUPPLEMENTARY INFORMATION: Depending on the program, the FCC or the Universal Service Administrative Company, in conjunction with and under the supervision of the FCC, will collect and maintain documentation in the system of records to verify the identity and eligibility of certain individuals to participate as Stakeholders in the process, including information that may link individuals to particular properties and/or commercial interests (e.g., geolocation coordinates, billing information).


SECURITY CLASSIFICATION: Unclassified.

SYSTEM LOCATION(S): Federal Communications Commission (FCC), 45 L Street NE, Washington, DC 20554; and Universal Service Administrative Company (USAC), 700 12th Street NW, Suite 900, Washington, DC 20005.

SYSTEM MANAGER(S): The FCC and, in some cases, USAC on behalf of and under the supervision of the FCC.


PURPOSE(S) OF THE SYSTEM: The Consumer Challenge Process system contains information to facilitate challenges to (1) Participant service reports under the DODC or other Commission adjustment programs, on a state-by-state basis, and (2) Participants’ defined deployment obligations (and associated support) under the USF. In this system, the Commission or USAC, on behalf of the Commission, will gather information to verify the identity of prospective Stakeholders and their direct interests in receiving certain services in the relevant locations. The submitted PII may link one or more individuals to locations and/or commercial interests and services relating to such locations. In some circumstances, prospective Stakeholders must certify that they do not hold a controlling interest in one or more competitors of the Participant that they are challenging.

CATEGORIES OF INDIVIDUALS COVERED BY THE SYSTEM: The individuals in this system include actual and potential consumers of fixed or mobile broadband services; individuals challenging mobile coverage in a specific area; and individuals who submit information to verify their eligibility to challenge a Participant’s location data.

CATEGORIES OF RECORDS IN THE SYSTEM: The records in this system may include name, address, email address, phone number, partial Social Security Number (or Tribal Identification Number if no Social Security Number is available), requests for broadband services, commercial records associated with the receipt of residential services and utilities, home ownership, land use rights (including building development), government forms, statements, authorizations, and certifications. Further, such records may include information confirming that individuals do not have a controlling interest in one or more competitors of the Participant being challenged.

RECORD SOURCE CATEGORIES: The information in the system is provided by individuals who are consumers of fixed or mobile broadband services, residents or property owners in areas where Participants have been authorized (or are eligible to be authorized) to receive universal service support through certain high-cost programs, and government agencies or other entities (e.g., consumer groups) who collect challenges from individuals and submit them in bulk.

ROUTINE USES OF RECORDS MAINTAINED IN THE SYSTEM, INCLUDING CATEGORIES OF USERS AND PURPOSES OF SUCH USES: In addition to those disclosures generally permitted under 5 U.S.C. 552a(b) of the Privacy Act, all or a portion of the records or information contained in this system may be disclosed to authorized entities, as is determined to be relevant and necessary, outside the FCC as a routine use pursuant to 5 U.S.C. 552a (b)(3) as follows:

1. Program Management—To USAC employees to conduct official duties associated with the management, operation, and oversight of the ELAP as directed by the FCC; including but not limited to, decisions to modify the number of locations (and associated
support) that Participants must serve to satisfy their USF obligations.

2. Third Party Contractors—To an employee of any third-party contractor engaged by USAC or the Commission to, among other things, develop IT systems or applications; conduct the Stakeholder eligibility verification process; verify the completeness and accuracy of Participants’ coverage information; develop and maintain relevant maps; and, develop the Commission order modifying the Participants’ defined deployment obligation.

3. Participants — Stakeholder challenge information, including Stakeholder contact information, geolocation, and other location information (e.g., the number of units at a location) will be made available to relevant Participants for the purposes of allowing them to file a reply to Stakeholder challenges.

4. Stakeholders — For ELAP, Stakeholder contact information and certain other challenge information will be made available to other verified Stakeholders filing challenges in the same study area. Other Stakeholders include individuals, entities, and non-Federal agencies, including any State or local government, or agency thereof.

5. Public—Stakeholder geolocation information may be included on coverage maps published on the FCC and/or USAC websites.

6. Congressional Inquiries—To a Congressional office from the record of an individual in response to an inquiry from that Congressional office made at the written request of that individual.

7. Government-Wide Program Management and Oversight—To the Department of Justice (DOJ) or to the Office of Management and Budget (OMB) to obtain that office’s advice regarding obligations under the Freedom of Information Act (FOIA); or to the Office of Management and Budget (OMB) to obtain that office’s advice regarding obligations under the Privacy Act.

8. Law Enforcement and Investigation—To appropriate Federal, State, local, or Tribal agencies, authorities, and officials responsible for investigating, prosecuting, enforcing, or implementing a statute, rule, regulation, or order, where the FCC becomes aware of an indication of a violation or potential violation of a civil or criminal statute, law, regulation, or order.

9. Adjudication and Litigation—To the Department of Justice (DOJ), or to a court or adjudicative body before which the FCC is authorized to appear, when: (a) the United States is a party to litigation or have an interest in such litigation, and the use of such records by the DOJ or the FCC is deemed by the FCC to be relevant and necessary to the litigation.

10. Breach Notification—To appropriate agencies, entities, and persons when: (a) The Commission suspects or has confirmed there has been a breach of the system of records; (b) the Commission has determined that as a result of the suspected or confirmed breach there is a risk of harm to individuals, the Commission (including its information systems, programs, and operations), the Federal Government, or national security; and (c) the disclosure made to such agencies, entities, and persons is reasonably necessary to assist in connection with the Commission’s efforts to respond to the suspected or confirmed breach or to prevent, minimize, or remedy such harm.

11. Assistance to Federal Agencies and Entities—To another Federal agency or entity, when the Commission determines that information from this system is reasonably necessary to assist the recipient agency or entity in: (a) Responding to a suspected or confirmed breach or (b) preventing, minimizing, or remedying the risk of harm to individuals, the recipient agency or entity (including its information systems, programs, and operations), the Federal Government, or national security, resulting from a suspected or confirmed breach.

12. Prevention of Fraud, Waste, and Abuse Disclosure—To Federal agencies, non-Federal entities, their employees, and agents (including contractors, their agents or employees; employees or contractors of the agents or designated agents); or contractors, their employees or agents with whom the FCC or USAC has a contract, service agreement, or cooperative agreement, for the purpose of: (1) Detection and prevention of fraud, waste, and abuse in Federal programs administered by a Federal agency or non-Federal entity; (2) detection of fraud, waste, and abuse by individuals in their operations and programs, but only to the extent that the information shared is necessary and relevant to verify and audit information necessary to determine whether the participant carrier has intentionally or through negligence, reduced its universal service obligations to exclude locations in eligible areas that are the most difficult and/or expensive to serve.

REPORTING TO A CONSUMER REPORTING AGENCY:

In addition to the routine uses listed above, the Commission may share information from this system of records with a consumer reporting agency regarding an individual who has not paid a valid and overdue debt owed to the Commission, following the procedures set out in the Debt Collection Act, 31 U.S.C. 3711(e).

POLICIES AND PRACTICES FOR STORAGE OF RECORDS:

The system is maintained in secure, limited access areas. Electronic files are maintained in the FCC or USAC network accreditation boundaries. Physical entry by unauthorized persons is restricted through use of locks, passwords, and other security measures. Paper documents and other physical records, if any, will be kept in locked, controlled access areas until digitized and then destroyed.

POLICIES AND PRACTICES FOR RETRIEVAL OF RECORDS:

Information in this system can be retrieved by various identifiers, which may include Stakeholder name, Social Security Number (Tribal Identification Number if Social Security Number is not available), physical address, geolocation coordinates, property information, email address, telephone number, competitive interests, and supporting evidence.

POLICIES AND PRACTICES FOR RETENTION AND DISPOSAL OF RECORDS:

1. The National Archives and Records Administration (NARA) established records schedule number DAA–0173–2017–0001–001 for the Universal Service High Cost Program Files. In accordance with this records schedule, the FCC and USAC, as appropriate, will maintain all information in the ELAP system of records for ten (10) years after cut-off, or when no longer needed for business or audit purposes, whichever comes later. Cut-off is determined as the end of the calendar year from the date an item is filed or prepared. Disposal of obsolete or out-of-date paper documents and files is by shredding only.

2. Information in this system of records that is not collected or maintained in connection with the CAF Program Files, including DOCA challenge data, will be maintained in accordance with General Records Schedule 5.2, Item 20, which provides that records will be destroyed upon
verification of successful creation of the final document or file, or when no longer needed for business use, whichever is later.

**ADMINISTRATIVE, TECHNICAL, AND PHYSICAL SAFEGUARDS:**
1. ELAP-related data: The electronic data, records, and files will be stored within the High-Cost Broadband Portal (HCBP) system accreditation boundaries. The FCC will oversee the management of the HCBP system, including USAC’s records management activities. After a Participant window for filing replies to Stakeholder information closes, access to the electronic files is restricted to the FCC staff and its contractors and subcontractors, as well as USAC and its contractors and subcontractors who carry out ELAP functions and activities. Other FCC employees, contractors, USAC employees, and subcontractors may be granted access on a need-to-know basis. The data are protected by the FCC and USAC security safeguards, a comprehensive and dynamic set of information technology (IT) safety and security protocols and features that are designed to meet all Federal IT standards, including those required by FISMA, OMB, and NIST. Paper copies will be stored in locked file cabinets when not in use. Physical entry by unauthorized persons where this information is stored is restricted through use of locks, passwords, and other security measures. Only authorized FCC employees and contractors may access to these documents.

**RECORDS ACCESS PROCEDURES:**
Individuals wishing to request access to and/or amendment of records about themselves should follow the Notification Procedure below.

**CONTESTING RECORDS PROCEDURES:**
Individuals wishing to request access to and/or amendment of records about them should follow the Notification Procedure below.

**NOTIFICATION PROCEDURE:**
Individuals wishing to determine whether this system of records contains information about them may do so by writing to Margaret Drake at privacy@fcc.gov or Federal Communications Commission, 45 L Street NE, Washington, DC 20554, 202–418–1707. Individuals requesting access must also comply with the FCC’s Privacy Act regulations regarding verification of identity and access to records (47 CFR part 0, subpart E).

**EXEMPTIONS PROMULGATED FOR THE SYSTEM:**
None.

**HISTORY:**
This is a new system of records. Federal Communications Commission. Marlene Dortch, Secretary.

**BILLING CODE 6712–01–P**

**FEDERAL RESERVE SYSTEM**

**Change in Bank Control Notices; Acquisitions of Shares of a Bank or Bank Holding Company**

The notificants listed below have applied under the Change in Bank Control Act (Act) (12 U.S.C. 1817(j)) and § 225.41 of the Board’s Regulation Y (12 CFR 225.41) to acquire shares of a bank or bank holding company. The factors that are considered in acting on the applications are set forth in paragraph 7 of the Act (12 U.S.C. 1817(j)(7)).

The public portions of the applications listed below, as well as other related filings required by the Board, if any, are available for immediate inspection at the Federal Reserve Bank(s) indicated below and at the offices of the Board of Governors. This information may also be obtained on an expedited basis, upon request, by contacting the appropriate Federal Reserve Bank and from the Board’s Freedom of Information Office at https://www.federalreserve.gov/foia/request.htm. Interested persons may express their views in writing on the standards enumerated in paragraph 7 of the Act.

Comments regarding each of these applications must be received at the Federal Reserve Bank indicated or the offices of the Board of Governors, Ann E. Mischak, Secretary of the Board, 20th Street and Constitution Avenue NW, Washington, DC 20551–0001, not later than April 7, 2021.

A. Federal Reserve Bank of St. Louis (Holly A. Rieser, Manager) P.O. Box 442, St. Louis, Missouri 63166–2034. Comments can also be sent electronically to Comments.applications@stls.frb.org.

1. Virginia Inez Fields, Austin, Texas; Sarah Elizabeth Smith, San Antonio, Texas; Cooper Harvey Smith and the Cooper Harvey Smith Irrevocable Trust dated 06–12–01 exempt share, both of Walnut Ridge, Arkansas; the Lillie Kathleen Smith Irrevocable Trust dated 12–07–98 exempt share, Stephanie Smith, trustee of both trusts, and both of Dallas, Texas; and Lillie Kathleen Smith, also of Dallas, Texas; to join the previously approved Smith family shareholder group, a group acting in concert to retain voting shares of First National Capital Corporation, and thereby indirectly retain voting shares of First National Bank of Lawrence County at Walnut Ridge, both of Walnut Ridge, Arkansas.

B. Federal Reserve Bank of Chicago (Colette A. Fried, Assistant Vice President) 230 South LaSalle Street, Chicago, Illinois 60690–1414:

1. Donald L. Franzenburg Bank Stock Revocable Trust Agreement, Donald L. Franzenburg, as trustee, both of Keystone, Iowa; to retain voting shares of Keystone Community Bancorporation and thereby indirectly retain voting shares of Keystone Savings Bank, both of Keystone, Iowa.


Michele Taylor Fennell, Deputy Associate Secretary of the Board.

**BILLING CODE 6210–01–P**